Secure connection

* TLS > Stan

Open ports:

* 22
* 80
* 8888
* Secure sockets

Database info hashen/encrypten

* Salted passwords?

SQL queries via API

Server security:

* Geen injections vanaf buitenaf > user input validation vanaf client, hangt samen met connection

**Firewall > Mostafa**

* Ufw install
* Ufw default deny
* Ufw allow 22
* Ufw allow 80
* Ufw allow 8888
* Ufw allow ssh
* Ufw enable
* Systemctl enable ufw

**IP Spoofing prevention**

sudo vi /etc/host.conf

Add or edit the following lines

* order bind,hosts
* nospoof on

**Logwatch**

“sudo logwatch | less” om log van de server te zien